ASG-REMOTE DESKTOP
For Remote Access in Real-Time

OVERVIEW
ASG-Remote Desktop is the indispensable tool for administrative access to remote computers. The tool features integrated connection protocols, allowing you to manage Windows, Citrix, Linux/UNIX- and Macintosh systems – if necessary from any computer via USB stick. Through synchronization mechanisms remote server may be created and kept up to date very easily.

FUNCTIONALITY
ASG-Remote Desktop provides many features focused on simplification of system administration. Besides making it easy to administer remote connections, the tool allows you to access many applications and websites required for the administrator’s daily work in real time. The admin cockpit allows you to customise the central console to specific individual needs. ASG-Remote Desktop is ideal for administrators who require multiple simultaneous connections to different systems. In addition to RDP (Remote Desktop Protocol), the tool supports ICA, VNC, HTTP/S, and more.

EASE OF USE
Administrators perform many recurring tasks on remote servers and workstations, such as renaming objects to enabling connections which can be automated within.

ASG-Remote Desktop. Connection objects and external applications can be conveniently managed in folders. Through synchronization it is possible to automatically add objects from Active Directory or VMware ESX and furthermore keep it this information always up to date. For large environments, the integrated search function helps to locate specific computers and users. When running ASG-Remote Desktop on a USB stick it may be used on any computers without install or footprint.

SECURITY AS A CENTRAL FEATURE
With ASG-Remote Desktop, administrators can use secure server authentication to access remote computers via RDP. It supports Network Level Authentication (NLA) and allows access to a Microsoft Terminal Services Gateway. Administrators can transmit encrypted data even through the VNC or ICA protocols. Security also is provided through several authentication and encryption methods.

BENEFITS
- Remote administration on USB - Mobile use without any installation
- Manage Windows, Citrix, Linux/Unix, Macintosh and browser based systems
- Synchronization of server objects from Active Directory or VMware ESX
- Integration and direct access to external applications
- Connect over multiple protocols, including RDP, ICA, VNC, SSH, Telnet and HTTP/S
- Configuration of administrative permissions in database mode
DATABASE MODE
In large IT infrastructures, several administrators often have to access the same connections at the same time. To enable this all login credentials and connection objects may be stored in a central database. With ASG-Remote Desktop connected to this database it is possible for multiple administrators to create, change, view, and modify settings according to the assigned permissions, even if the database goes off line. This also means adding servers to the administration console becomes a one click process, for all administrators.

TECHNICAL SPECIFICATIONS
- Microsoft Windows Vista SP1, 7, 8 and 8.1, x86 and x64 platform.
- Microsoft .NET Framework 4.0 (download available at Microsoft website)

NEW IMPROVEMENTS
- Private objects for all object types (connections, folders, credentials and applications).
- Personalization and inheritance of all settings from folder level to sub-folders and connections – you need to specify personal settings only on a root level and use it for all sub-connections.
- Role based settings – you will only see and administer the settings you need.
- Database mode switches automatically to offline mode and back to online mode.
- Performance improvements in many areas.
- Secure your local data by a new protection mode – the file will be fully encrypted.
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ASG Technologies brings peace of mind to every enterprise with information access, management and control for our customers. These solutions empower businesses to enhance workforce productivity, gain an accurate and timely understanding of the information that underpins business decisions and address compliance needs with improved visibility of cross-platform data from legacy to leading edge environments. ASG is a global provider of technology solutions with more than 1,000 people supporting more than 4,000 midmarket and enterprise customers around the world. For more information, visit www.asg.com.
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